**ТОМСКАЯ ОБЛАСТЬ**

**КАРГАСОКСКИЙ РАЙОН**

**МКУ «АДМИНИСТРАЦИЯ СОСНОВСКОГО СЕЛЬСКОГО ПОСЕЛЕНИЯ»**

**РАСПОРЯЖЕНИЕ**

|  |  |  |
| --- | --- | --- |
| 22.12.2017 |  | № 86 |

|  |  |
| --- | --- |
| Об утверждении Положения о порядке обезличивания персональных данных, обрабатываемых в Администрации Сосновского сельского поселения |  |

В целях исполнения Федерального закона от 27.07.2006 года № 152-ФЗ "О персональных данных", [Постановления Правительства Российской Федерации от 21.03.2012 г. № 211](http://itsec2012.ru/postanovlenie-ot-21-marta-2012-g-n-211) «Об утверждении перечня мер, направленных на обеспечение выполнения обязанностей, предусмотренных Федеральным законом «О персональных данных» и принятыми в соответствии с ним нормативными правовыми актами, операторами, являющимися государственными или муниципальными органами»

# 1. Утвердить Положение о порядке обезличивания персональных данных, обрабатываемых в Администрации Сосновского сельского поселения, согласно приложению к настоящему распоряжению.

2. Ведущему специалисту Администрации Сосновского сельского поселения (Русановой И.Б.) ознакомить под роспись с настоящим распоряжение всех работников Администрации Сосновского сельского поселения, обрабатывающих персональные данные.

Глава Сосновского сельского поселения А.М.Деев

УТВЕРЖДЕНО

# распоряжением Администрации

# Сосновского сельского поселения

от 22.12.2017 № 86

Приложение

## Положение о порядке обезличивания персональных данных

## обрабатываемых в Администрации Сосновского сельского поселения

## I. Общие положения

Настоящее Положение о порядке обезличивания персональных данных, обрабатываемых в Администрации Сосновского сельского поселения, (далее - Положение) разработано с соответствии с Федеральным закон от 27.07.2006 № 152-ФЗ «О персональных данных», Федеральным законом 09.02.2009 г. № 8-ФЗ «Об обеспечении доступа к информации о деятельности государственных органов и органов местного самоуправления», Приказом Министерства Связи и массовых коммуникаций Российской Федерации от 5 сентября 2013 г. № 996 «Об утверждении требований и методов по обезличиванию персональных данных», Федеральным закон от 22 декабря 2008 года № 262-ФЗ «Об обеспечении доступа к информации о деятельности судов в Российской Федерации».

Термины, используемые в настоящих Положение такие как: персональные данные (далее – ПДн), обработка персональных данных, оператор персональных данных, применяются в значениях, установленных Федеральным законом от 27.07.2006 № 152-ФЗ «О персональных данных».

Обезличивание персональных данных – действия, в результате которых невозможно определить принадлежность персональных данных конкретному субъекту персональных данных.

Обезличивание происходит в соответствии с Федеральным законом от 27.07.2006 № 152-ФЗ «О персональных данных».

Обезличенные ПДн используются в том числе для реализации и положений Федерального закона 09.02.2009 г. № 8-ФЗ «Об обеспечении доступа к информации о деятельности государственных органов и органов местного самоуправления».

II. Цель и методы обезличивания персональных данных

Обезличивание персональных данных производится с целью ведения статистического учета данных, снижения ущерба от разглашения защищаемых персональных данных. Обезличивание производится при достижении целей обработки или в случае утраты необходимости в достижении этих целей, если иное не предусмотрено федеральным законом.

К методам обезличивания относятся:

- метод введения идентификаторов - замена части сведений (значений персональных данных) идентификаторами с созданием таблицы (справочника) соответствия идентификаторов исходным данным;

- метод изменения состава - изменение состава персональных данных путем замены результатами статистической обработки, преобразования, обобщения или удаления части сведений;

- метод декомпозиции - разделение множества (массива) персональных данных на несколько подмножеств (частей) с последующим раздельным хранением подмножеств;

- метод перемешивания - перестановка отдельных значений или групп значений атрибутов персональных данных в массиве персональных данных.

Применение того или иного метода обезличивания позволит получить обезличенные данные, обладающие различными свойствами, что даст возможность осуществлять все виды обработки персональных данных.

Способом обезличивания в случае достижения целей обработки или в случае утраты необходимости в достижении этих целей является сокращение перечня персональных данных.

Обезличенные ПДн могут обрабатываться с использованием и без использования средств автоматизации.

При использовании Оператором процедуры обезличивания не допускается совместное хранение исходных персональных данных и обезличенных персональных данных.

IV. Рекомендации по выбору методов и процедур обезличивания

 персональных данных

При выборе методов и процедур обезличивания персональных данных следует руководствоваться целями и задачами обработки персональных данных.

Обезличивание персональных данных, обработка которых осуществляется с разными целями, может осуществляться разными методами.

Возможно объединение различных методов обезличивания в одну процедуру.

При выборе метода и процедуры обезличивания следует учитывать:

- объем персональных данных, подлежащих обезличиванию (некоторые методы неэффективны на малых объемах);

- форму представления данных (отдельные записи, файлы, таблицы баз данных и т.д.);

- область обработки обезличенных данных (необходим ли другим Операторам доступ к обезличиваемым данным);

- способы хранения обезличенных данных (локальное хранение, распределенное хранение и т.д.);

- применяемые в информационной системе Оператора меры по обеспечению безопасности данных.

V. Рекомендации по подготовке обезличенных

персональных данных к размещению в сети «Интернет»

При размещении документов в сети «Интернет», подлежащих опубликованию в соответствии с Федеральным законом 09.02.2009 г. № 8-ФЗ «Об обеспечении доступа к информации о деятельности государственных органов и органов местного самоуправления», из таких документов исключаются все персональные данные, кроме фамилий и инициалов лица, в отношении которого ведется обработка персональных данных, секретаря и членов соответствующей комиссии. Вместо исключенных персональных данных используются инициалы, псевдонимы или другие обозначения, не позволяющие идентифицировать субъекта персональных данных.